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Overview

• Design Evaluation Methods
▫ Qualitative Analyses

Failure Modes and Effects Analysis (FMEA)
Fault Tree Analysis (FTA)
Event Tree Analysis (ETA)

▫ Risk Analysis (RA)
▫ Operation Hazard Analysis (OHA)
▫ Failure Modes and Effects Testing (FMET)



Design Evaluation Methods

• Failure Modes and Effects Analysis
▫ Look at each component, how will they fail, what 

are the effects?
• Fault Tree Analysis
▫ Start with mishap, work down

• Risk Analysis
• Failure Modes and Effects Testing





Qualitative Analyses: Modes and 
Effects Analysis (FMEA)
• Think on a “What happens if…” basis

• Identify hazards, verify that no component will 
lead directly to mishap

• Common to start FMEA after design is finished: 
WRONG!

• Any safety-critical system is required to investigate 
effects of all component failure modes









Qualitative Analyses: Modes and 
Effects Analysis (FMEA) cont’d
• FMEA screens the effectiveness of modified design’s 

safety measures

• Potentially identify hazards that may have been 
overlooked in preliminary analysis

• Limitation: only looks at system response to single 
failures, not multiple.

• When human safety is involved, FMEA is good first 
step, but not enough…



Qualitative Analyses: Modes and 
Effects Analysis (FMEA)
• Single-Points-of-Failure
▫ Introduced when actual components are wired 

together

• Failure Modes, Effects, and Criticality Analysis 
(FMECA)
▫ FMEA where level of criticality is assigned

Scale of how much harm can be done



Qualitative Analyses: Fault Tree 
Analysis (FTA)

• Fault Tree Analysis
▫ Reverse of FMEA – start with mishap
▫ Graphical Technique

Graph is “fault tree”















Qualitative Analyses: Fault Tree 
Analysis (FTA)
• Fault Tree vs Failures
▫ Defect vs not performing correct function
▫ Failure Tree?

• FMEA vs FTA
▫ FTA represents multiple events, successive 

failures
▫ Safety modifications can fail
▫ More complex

• Top-Down vs Bottom Up Analysis
▫ Deductive (why) vs Inductive (how)



Qualitative Analyses: Event Tree 
Analysis (ETA)

• Event Tree Analysis
▫ Bottom-Up, more detailed than FMEA

Addresses sequence of failure events
Provides Event Tree

Response of system to initiating event





Review

• Design Evaluation Methods
▫ Qualitative Analyses

Failure Modes and Effects Analysis (FMEA)
Fault Tree Analysis (FTA)
Event Tree Analysis (ETA)

▫ Risk Analysis (RA)
▫ Operational Hazard Analysis (OHA)
▫ Failure Modes and Effects Testing (FMET)




